
Protection of personal data (GDPR) 

1. Introduction 

The purpose of this Privacy Policy is to inform you in a clear and transparent manner about how 

[Name of the Application] (hereinafter “the Application” or “we”) processes the personal data of its 

users, in accordance with the General Data Protection Regulation (GDPR – EU 2016/679). 

We are committed to respecting our users' privacy. Our application is based on a privacy-friendly 

model : no personal information (first name, last name, email address, etc.) is collected. 

 

2. Personal data collected 

“Personal data” means any information relating to an identified or identifiable natural person. 

The Application does not directly collect the following data: 

●       Name, first name 

●       E-mail address 

●       Mailing address 

●       Bank card number 

The only technical and non-personal data used are: 

●       Phone number: Used for authentication purposes only . No link is made between this 

number and a real identity. 

●       Randomly generated nickname: Used only to identify users in groups. 

●       Location: Used only occasionally and locally (on the phone) to facilitate suggestions for 

nearby activities. It is neither stored nor transmitted to servers. 

●       Avatar: optional, displayed locally in the application, not used for other purposes .​
 

 

3. Purposes of processing 

The limited data mentioned above are used only for the following purposes: 

●       Allow access to the Application via authentication 

●       Make it easier to organize private activities between friends 

●       Show suggestions for nearby activities (without keeping location) 

 



4. Consent 

The use of certain features, such as location access, is subject to your explicit consent , in accordance 

with Article 6(1)(a) of the GDPR. This consent is requested via the application interface at the 

appropriate time, and you can at any time: 

●       Refuse to enable location 

●       Revoke permission from your device settings 

No data is used for commercial prospecting or marketing purposes. 

 

5. Data Protection Officer (DPO) 

As the application does not process personal data on a large scale , no Data Protection Officer has 

been appointed within the meaning of the GDPR. 

However, for any questions relating to the protection of your data, you can contact us at: 

contact@doandgo.fr 

 

6. Data security 

We implement technical and organizational measures to guarantee a level of security appropriate to 

the risk: 

●       Secure authentication via phone number 

●       Anonymous data (nickname, avatar, groups)​
 No sensitive or personal data stored 

●       No processing via services not compliant with the GDPR 

 

7. Your rights (GDPR) 

Even if very little personal data is processed, you have the following rights: 

●       Right of access to your data 

●       Right of rectification 

●       Right to erasure (“right to be forgotten”) 

●       Right to restriction of processing 

●       Right to object 

●       Right to the portability of your data (within the limits of the data stored)​
​
 



You can exercise these rights by contacting us at:​
 contact@doandgo.fr 

If you have any difficulties, you can file a complaint with the CNIL ( www.cnil.fr ). 

 

8. Changes to the Privacy Policy 

This Privacy Policy may be amended at any time to remain compliant with current regulations. You 

will be notified of any material changes through the app. 

 

Last updated: 06/19/2025 

 

http://www.cnil.fr/
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